SAMPLE Lucy Movie Storyboard “Identity Theft Video” 
Introduction: Each LUCY Video is split up in different scenes / animations. This video script covers the Identity Theft Video
If you want only a few selected scenes to be altered choose the according scene and provide us with the customized text and a draft of the desired animation. Within the field “animation description” you can specify the details of the animation. 

Price calculation: A modification costs about around 100 USD per scene (depends on the complexity of the desired animation). So, if you only want to change the logo at the beginning and the end with the intro voice change it will cost 200 USD. The creation of a customized new video of about 2 mins length with a voice of your choice starts from USD 2’000 (includes voice & image/animation design).

	#
	Voice-over
	Animation Plan
	Storyboard

	1
	This is a lucy identity theft video that will help you learn about the red flags of identity theft
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	2
	And how to protect yourself and your company
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	So, what is identity theft? and why do we need to be aware of it?
	
	[image: image3.png]




	4
	Identity thieves try different techniques to trick company employee and to revealing costumer information
	
	[image: image4.png]




	5
	Like credit card numbers, account numbers, password and so on,
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	Bear in mind that we can’t keep costumer information secure unless you know how to deal with identity thieves
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	What can you do to guard yourself and your organization?
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	Identity thieves don’t only steal information
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	They also undermine the costumer’s trust in our company
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	Therefore, it’s imperative that we are always alert and pay attention to possible threats
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	Always be vigilant for suspicious activities when:
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	Creating new accounts
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	Someone requests a costumer’s personal information
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	You’re asked to grant permission to a customer account
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	There are some red flags that you should look up for which will help prevent identity theft and protect our company’s reputation.
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	But first, why do identity thieves want people information?
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	There are many reasons, but mostly:
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	Evasion of criminal justice.
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	Financial gain.
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	Falsification of employment.
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	Fraudulent purposes.
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	Receiving social security and medical benefits illegally. 
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	In our company we want our employees to be generous and considerate of our costumer
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	but we do not want those quality to exploited by identity thieves
	
	[image: image24.png]




	29
	That’s why red flags are so important
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	So, what exactly are red flags?
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	A red flag can be any practice, pattern or activity that raises the suspicion for identity theft
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	If a red flag is spotted the employee must follow company policies
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	And inform the necessary authority of the problem
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	Otherwise, the organization and our costumer become vulnerable to the risk of identity theft.
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	Rules of red flag have to do with detecting, preventing and mitigating cases of identity theft
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	Our organization is required to work according to those rules
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	and to setup a system to control, monitor and detect threats of identity theft.
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	Let’s look up some sample scenarios were an identity thieve is trying to gain information from unsuspecting employees
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	Scenario No. 1: a person goes to a financial institution and asking for a credit card replacement, 
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	40
	Upon presenting his ID, the clerk notices a different address from what’s already in the system
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	Should a clerk accept the person’s explanation of change address 
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	and issue a credit card to the existing costumer account?
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	Scenario No.  2: a clerk is contacted by a police officer, asking for information on a certain costumer,
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	The clerk is aware that company’s regulation forbids providing costumer information to third parties,
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	But there is a criminal investigation she could help be resolve,
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	What should she do?
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	Scenario No.  3: when an employee is setting up a new bank account for an existing costumer,
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	The system returns the message for SSN verification,
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	Due to lots of recent system errors requesting SSN verification, do you attribute this one too?
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	To another system mishap, or do you begin to see a pattern?
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	There are 6 categories of red flags that identity thieves use most often,
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	Keep vigilant for them, but also make sure you don’t disregard any other suspicious behaviour.
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	Red Flag No. 1: Consumer Alert Red Flags 
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	Are warnings previse alerts and notifications that are raised by a consumer reporting agency
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	They could notify or fraudulent acts provide information that does not conform to the one 
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	Supplied by the applicant, and note inconsistencies when dealing with the credit cards 
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	Red Flag No. 2: Suspicious Documents Red Flags
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	Can be seen when a person provides documents or photograph  
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	That appear to be altered, forged or reassembled as evidence of identification,
	
	[image: image55.png]Suspicious
#2 Documents Red Flags







	
	Red Flag No. 3: Suspicious ID Info Red Flags
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	are raise when a credit bureau tags suspicious personnel identifying information
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	This could be a false or non-existing address, 
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	A social security number that has not been issued or was issued to a dead person
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	or incomplete or false information provided in an application,
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	Red Flag No. 4 Unusual or Suspicious Use Red Flags
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	Are noticed upon suspicion or detection of unusual activity in a covered account,
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	It involves a request for change of address and replacement card, cash advances
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	For the purchase of items of value or sudden changes in the way the account being operated
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	Red Flag no. 5: Fraud Notice Red Flags
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	Come up when the costumer, law enforcement agencies, or some other individual,
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Fraud Notice Red Flags

	
	notify a financial institution about the opening of a fraudulent account to perform theft of identity.
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	Red Flag No. 6: Address Discrepancy Red Flags
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Address Discrepancy Red Flags

	
	Or in place when the consumer’s address on file and the one currently provided do not match.
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	They could also be requests for credit or debit card replacement send to the new address.
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	Your company may also have specific additional red flags which you should be aware of
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Employee handbook

	
	Make sure you read your employee handbook and
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	Always keep vigilant for suspicious behaviour.
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	Now you know that we count on you on our fight with identity theft
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	Thank you for watching and remember always be on the lookout for red flags.
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Thanks for watching!

	
	
	
	


